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Introduction

Introduction

Public visé

Ce guide s’adresse a des administrateurs techniques qualifiés dans le paramétrage des
serveurs Web /IS 10 minimum ainsi que SQL Server 2017 ou SQL Server 2019.

Ce guide présente également les informations nécessaires a la compréhension technique de
I'offre.

Il compléte ainsi le document des Préconisations Techniques :
SXA.3.0.3.TechnicalGuidelines_FR.docx.

Recommandations importantes

Le présent document décrit I'installation de I'application Sage XRT Advanced qui inclut les
modules Rapprochement, Pouvoirs Bancaires, Trésorerie, Paiements et Financements
& Placements.

Nous recommandons de suivre I'ordre d’installation suivant :
1. Sage XRT Bank Format Library 4.6.100.1186
2. Sage XRT Common Services 5.1.101.1178
3. Sage XRT Treasury 4.2.002
4. Sage XRT Advanced 3.0.3

Note : Fermez toutes les applications avant de démarrer une installation. Suivez les
indications des guides d’installation de chaque produit en respectant I'ordre ci-dessus, si
vous devez installer tous les produits précédemment cités.

L’installation de Sage XRT Advanced nécessitant des prérequis techniques
complémentaires, veuillez consulter le document correspondant sur le DVD ou sur la base
de connaissance de Sage.

Si vous n'utilisez pas Sage XRT Treasury, passez directement a I'étape 4 de 'ordre
d’installation.
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Premiére installation

Premiere installation

Par application

Sage XRT Bank Format Library

La bibliotheque des formats Sage XRT Bank Format Library est nécessaire pour convertir
les fichiers lors de I'importation. Elle permet également de générer les fichiers de remises
des virements de trésorerie.

Sage XRT Common Services

Sage XRT Common Services est indispensable au bon fonctionnement des deux autres
applications pour centraliser la gestion des utilisateurs, des droits d’accés et la gestion des
licences.

Important : Vous devez installer la version 5.1.101 immédiatement aprés avoir installé la
bibliothéque des formats, comme précisé dans l'introduction.

Sage XRT Advanced

Avant de commencer, vérifiez que I'ensemble des prérequis précisé dans le document
SXA.3.0.3. TechnicalGuidelines _FR.pdf est bien respecté. Dans le cas contraire, installez les
éléments manquants.

L’installation de Sage XRT Advanced s’effectue par défaut sur le port 1025. Dans le
répertoire Produits du DVD, sélectionnez Sage XRT Advanced Setup.exe. Lancez cet
exécutable en sélectionnant I'option Exécuter en tant qu’administrateur disponible dans le
menu contextuel par clic droit.

Norm Type

= Sage XRT Advanced Setun Apolication
Ouvrir

®) Exécuter en tant qu'administrateur

L’écran d’accueil de l'installation de I'application apparait.

5 Sage XRT Advanced - InstallShield Wizard x

Welcome to the InstallShield Wizard for
Sage XRT Advanced

version: 06.01.000.07

The TnstakShield(R) Wizard will install Sage XRT Advanced an
yous computer, To coatinue, dick Hed.

WARNING: Thes program is protected by copyright lzw and
ntamational | treaties.

SAE

< Back Hext > Cancel
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Premiére installation

La fenétre d’information client s’affiche.

ﬁ Sage XAT Advanced - InstallShield Wizard X
Customer Information

Please enter your information. m

User Name:
| lisatewr Windows

Organization:
[sacEl

Instalishield

Modifiez et complétez les informations requises (nom d’utilisateur et nom de la société), puis
cliquez sur Next.

Dans la fenétre suivante, définissez la langue de 'application.

ﬁ%] Sage XRT Advanced - InstallShield Wizard

Application language m

Please select the language for data imported during
creation or update of database:

Franch, fr-FR (France) v

InstallShield

< Back Next > Cancel

C’est la langue dans laquelle seront importées et mises a jour les données par défaut qui se
trouvent dans l'application.

Cliquez sur Next.

Vous devez ensuite configurer le site en suivant la procédure :

1. Validez ou changez, dans la fenétre suivante le nom du site, le nom du pool
d’application (Application pool name), le numéro de port pour le site web (Port

©Sage 2020



Premiére installation

Number) et son service (Port Number for Batch Tasks), ainsi que le nom du tenant
par défaut (Default Tenant name).

ﬁ Sage XRT Advanced - InstallShield Wizard x

Setup Site Configuration ﬁ

Set Site Name

|sa ge.XRT.Advanced

Application Pool Name

|Sage.>(RT.-'\duanoed |:|l..lse secure connection HTTFS
Port Number Port Number for Batch Tasks
025 Modify 1026
Default Tenant name
|5x=l

InstallShield

< Back Next > Cancel

Important ! Aucun espace ou caractére ASCII n’est accepté en cas de modification des
noms. En cas de changement, veuillez conserver le méme nom pour le Site et le Pool
d’application.

Le nom du tenant renseigné ici doit impérativement correspondre au nom du tenant visible
dans Administration Sage .NET ! Si le nom indiqué est erroné, il sera impossible de faire la
création ou la mise a jour de la base de données de Sage XRT Advanced.

Cliquez sur Modify pour changer le port par défaut. Cette modification s’applique
automatiquement aux autres ports utilisés par Sage XRT Advanced.

ﬂﬂ Sage XRT Advanced Installer Information

Setup Base Site Port Number

Par défaut, le numéro de port attribué au service Sage.Next.BatchTasks est le numéro du
site auquel on ajoute 1 :
1025 -> 1026.

L’option Use secure connection HTTPS permet d’indiquer si vous allez utiliser I'application
via une adresse sécurisée.

©Sage 2020




Premiére installation

Si 'option est activée, une nouvelle fenétre s’ouvre vous informant des compléments a
apporter dans IIS Manager pour finaliser l'installation.

:"_g,l Sage XRT Advanced Installer Informatian

| You must obtain & secority certificate as a part of
' urml_llillg HTTPS for your site.
[

after installation please ede binding of the stta in 05
Manager and map valid 5L certficate.

Cliquez sur Next.

2. Dans la nouvelle fenétre Security Code, indiquez le code de sécurité.

]ﬂ Sage XRT Advanced - InstallShield Wizard *

Security Code

SAOF

Please enter security code

|deFauIt

Bank Delegation provides an high level security by default

If wou want ko enhance this level of security, wou must Fulfill Ehe security code with a commples:
password (10 characters minimum})

If not leave the security code with the defaulk value,

This code must be saved by administrator and keep safe according to all

security conventions.

In case of a loss of this value it will be impossible to access any encrypted
documents in database if web-application is reinstalled

Inskallshisld

Important ! Sage XRT Advanced permet de stocker en toute sécurité divers types de
documents, tels que les piéces d'identité et les spécimens de signature. Ainsi, vous
bénéficiez par défaut d’'un niveau de sécurité élevé via le cryptage de toutes les données
utilisateur présentes dans la base de données.

Niveau de sécurité haut par défaut : La valeur a saisir dans le champ
est default. L’application génére et utilise un code prédéfini (non
modifiable). Ce niveau de sécurité est moins contraignant que le niveau
personnalisé car il ne nécessite pas de conserver un mot de passe.

Niveau de sécurité haut personnalisé : La valeur a saisir dans le champ
est choisie par vos soins, a la condition qu’elle soit constituée d’au moins
10 symboles et/ou caracteres (les caractéres accentués sont proscrits).

Le code de sécurité et le mot de passe qui permettent de générer la clé de cryptage sont des
informations confidentielles définies par le client.

©Sage 2020




Premiére installation

Ces informations doivent impérativement étre conservées par le client. Elles sont
indispensables en cas de restauration de base, de réinstallation sur un autre serveur, de
modification de la clé de cryptage par mesure de sécurité.

Important ! La perte du code de sécurité ou du mot de passe peut entrainer la perte des
données cryptées.

3. Choisissez le type d’'installation a effectuer : Complete pour compléte ou Custom
pour personnalisée.

¢ L’installation compléte correspond a une installation standard. Tous les
programmes sont installés.

¢ L’installation personnalisée est réservée aux utilisateurs expérimentés :
elle permet notamment de paramétrer des chemins différents et de choisir
les programmes a installer.

i.%] Sage XRT Advanced - InstallShield Wizard >

Please select a setup type,

() Complete

Al program features will be installed. (Requires the most disk
space.)

@ Custom

Choose which prograr features wou want installed and where they
will be inskalled, Recommended For advanced users,

Installshield

Cliquez sur Next.
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Premiére installation

Dans le cas d’une installation personnalisée, la liste des programmes a installer
apparait.

i Sage XRT Advanced - InstallShield Wizard *

Custom Setup
Select the program features you want installed. ﬁ

Click on an icon in the list below to change how a feature is installed.

Feature Description
e = Al Sage XRT Advanced
X +| Odata

X ~| PWA

This feature requires 0KB on your
hard drive. It has 0 of 2
subfeatures selected. The
subfeatures require 386MB on
your hard drive.

Install to:

C:\inetpub\wwwroot\Sage.XRT.Advanced) Change

InstallShield

Help Space < Back Cancel

4. Sélectionnez vos options.

Pour ne pas activer une option, cliquez sur l'icbne L correspondante et
sélectionnez This feature will not be available : le X rouge s’affiche comme sur
I'écran ci-dessus.

Inversement, cliquez sur le X rouge puis This feature, and all subfeatures, will be
installed on local hard drive pour activer les programmes désirés.

5. Cliquez sur le bouton Change... pour modifier les chemins d’installation.

Cette opération doit étre effectuée pour chaque programme.

Note : Le Service (Odata) est indispensable a la synchronisation des données entre Sage

XRT Treasury et Sage XRT Advanced. Ce service est compris dans l'installation compléte.

Le service PWA est indispensable pour consulter certaines informations sur mobile ou
tablette (accés restreints de fonctionnalités).

Important ! Le chemin par défaut est celui des applications Web gérées par IIS. La derniére
partie de ce chemin correspond aux noms définis pour le site web et le pool d’application lors

de I'étape 3. Nous conseillons de ne pas le renommer ici pour la cohérence de votre
installation.

©Sage 2020
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Premiére installation

6. Cliquez sur Next. Dans la nouvelle fenétre Odata Configuration, modifiez ou validez
les informations liées au service Odata : le nom du site Odata (Odata Site Name) et
le numéro de port utilisé pour celui-ci (Odata Port Number).

Sage XRT Advanced - InstallShield Wizard

Odata configuration m

Odata Sie Name

|Sdl.;'.)<R'r.|'1| wanced,Odata

Oclata Port Humber

|-.n?7

= Back Hid = cancel |

Par défaut, le numéro de port attribué a Odata est le numéro du site auquel on ajoute 2 :
1025 -> 1027.

Cliquez sur Next.

7. Dans la nouvelle fenétre Progressive Web Application configuration, modifiez ou
validez les informations liées au service mobile sur smartphone ou tablette : le nom
du site PWA (PWA Site Name), le numéro de port PWA (PWA Port Number), le
chemin de TURL PWA (PWA url path) sécurisé et le chemin de 'URL Odata (Odata
url path) qui doit correspondre au numéro de port défini dans la fenétre précédente.

fﬂ Sage XAT Advanced - InstallShield Wizard X
Set PWA Site configuration @
FNA Site Name

|Sag & XRT.Advanced. PWA

PWA Port Number

|1nzs

FWA url path

|ht‘tp s:/flocalhost: 1028
Odata url path

|http:;’;‘localh ost: 1027

InstallShield

©Sage 2020 11



Premiére installation

Par défaut, le numéro de port attribué a PWA est le numéro du site auquel on a ajouté 3 :
1025 -> 1028.

Cliquez sur Next.

8. La fenétre Import Folders configuration permet de configurer des répertoires
d’intégration.
Copiez dans la zone libre les chemins utilisés pour vos imports de fichiers (bancaires,
comptables, etc.).
Sinon, le seul répertoire lu pour les imports dans I'application est celui des

documents partagés du serveur : C:\Users\Public\Documents (et ses sous-
répertoires).

ﬂ sage XRT Advanced - InstallShield Wizard X

Tmport Folders configuration m

Allowed path(s) for Import Folders:

Fleasa speofy one or more folders paths separated with semicolons to allow creation of Import
Foldars within them.

Otherwise creation of Tmport Folders will be possible oaly within Public Docements...\Documents).

For eample, if allowed paths are speafied blke "C:'\BankFlas;D:\GIFdas" in this case creation of
Import Folders will be possible only in CBankFiles, De\GIFiles, C\Users\Publici Documents folders
and In thair sub-folders.

Cliquez sur Next.

9. Complétez les paramétres de configuration pour le site web Odata (utilisé notamment
par la synchronisation).

Note : Dans le cadre d’une installation compléte, ces informations doivent étre spécifiées.

Pour une installation personnalisée, elles doivent I'étre uniquement si 'option Odata a été
sélectionnée.

©Sage 2020 12




Premiére installation

i.%l Sage ¥RT Sdvanced - Installshield Wizard bt

Synchronization services configuration %

Sage ¥RT Advanced User login

|admin

Sage ¥RT Advanced User password

|admin|

To log svnchronization process Path of Synchronization lag file
Yes ~ |C:'I,Temp'l,FrpBrrnSynu:
Installshisld
< Back ek Cancel

o Sage XRT Advanced User login : Login de Sage XRT Advanced
correspondant a un Administrateur de niveau 1 dans Sage XRT
Common Services.

o Sage XRT Advanced User password : Mot de passe de Sage XRT
Advanced correspondant au mot de passe de cet Administrateur de
niveau 1 dans Sage XRT Common Services.

e To log synchronization process : Option d’activation de la trace de la
synchronisation. Nous vous conseillons de la laisser activée.

¢ Path of Synchronization log file : Chemin du fichier de log.

Note : L'utilisateur Sage XRT Common Services saisi pour l'utilisation du processus de
synchronisation de Sage XRT Advanced (admin dans notre exemple), doit avoir les droits
pour définir 'ensemble du paramétrage. Vous devez ajouter ces permissions au Roéle de
I'utilisateur.

©Sage 2020
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Premiére installation

L’application est maintenant préte a étre installée. Cliquez sur Next.

La barre de progression vous indique I'état d’avancement de l'installation.

ﬁ] Sage XAT Advanced - InstallShield WWizard — >

Installing Sage XRT Advanced
The program features you selected are being installed, m

Flease wait: while the InstallShield Wizard installs Sage ®RT Advanced. This
may take several minutes,

Shatus;

Copying new files

Installshield

10. Cliquez sur Finish une fois I'installation terminée.

ﬂ Sage XAT Advanced - InstallShield Wizard

InstallShield Wizard Completed

The InstaliShield wizard has successfully installed Sage XRT
Advanced, Click Finish ko exit the wizard,

ﬂ [ Show the Windows Installer lng

= Back Cancel

Controle du site web sur le serveur

1. Ouvrez le Gestionnaire des services Internet (lIS) via les Outils d’Administration
de Windows.

Le site web précédemment installé se trouve dans la liste : Sage.XRT.Advanced. Les sites
web Sage.XRT.Advanced.Odata et Sage.XRT.Advanced.PWA sont également présents si
vous avez fait une installation compléte ou sélectionné ces options (Odata et PWA) dans

l'installation personnalisée.

Connexions
e- &
€5 Page de démarrage
~ 83 CDW19519 (CDW19519\User1)
2} Pools d'applications
v & Sites
& Default Web Site
& SageXRT.Advanced
& Sage.XRT.Advanced.Odata
& Sage.XRT.Advanced PWA

©Sage 2020 14



Premiére installation

2. Affichez les Pools d’applications (Application Pools).

Connexions .
Q.- ” 1@ ‘J‘ Pools d'applications

W5 Page de démarrage
v 83 COW19519 (CDW19519\User1)

Cette page permet de consulter et de gérer la liste des pools d'applications sur le serveur. Les pools d'application
sont associés aux processus de travail, comportent une ou plusieurs applications et permettent d'isoler les

\g: Afficher tout | Regrouper par: Aucun regroupement ~

! Pools d'applications différentes applications.
v @ Sites =

@ Default Web Site s M

& SageXRT.Advanced Nom Etat

& SageXRT.Advanced.Odata O NET a5 Démarré

@ SageXRT.Advanced.PWA L2 NET v4.5 Classic Démarré
4} DefaultAppPool Démarré
.} Sage.XRT.Advanced Demarre

.} Sage.XRT.AdvancedPWA  Démaré

Version du ...
vd.0
vd.0
vd.0
vd.0
w0

Mode pip...
Intégré
Classique
Intégre
Integre
Intégre

Identité

ApplicationPoolld...
ApplicationPoolld...
ApplicationPoolid...
ApplicationPoolid...
ApplicationPoolld...

Applications
0

0
1
2
1

3. Sélectionnez le pool d’application (comme ci-dessus) puis, dans le menu contextuel

disponible par clic droit, sélectionnez Paramétres avancés.

Paramétres avancés ? X

v [Générall ~

Activer les applications 32 bits | False

Longueur de |z file d'attente 4000

Mode de dérnarrage OnDernand

Mode pipeline géré Integrated
_ Sage XRT.Advanced
Wersion du CLR.MET v4.0

v Modéle de processus
Action de délai d'inactivité Terrminate
Charget le profil utilisateur I—True

Délai d'inactivité (minutes) 20
Délai imparti pour l'arrét (secand 30
Délai imparti pour le démarrage | 90

3 Générer une entrée de journal dy

ldentité ApplicationPoolldentity

Intervalle Ping (secondes) 30

Mornbre maximal de processus o 1

Ping activé True

Termps de réponse maximurm 3 90 ©
Nom

[name] Le narn du pool d'applications est l'identificateur unique du poaol
d'applications,

QK Annuler

4. Deux actions sont nécessaires. Dans la section (General), vérifiez que la valeur
False est bien affichée pour Activer les applications 32 bits. Et dans la section
Modéle de processus, remplacez la valeur False par True pour Charger profil

utilisateur.

Cliquez sur OK pour valider les modifications éventuelles.

Bases de données

Pour poursuivre l'installation de Sage XRT Advanced, vous devez ajouter une, ou deux

bases de données et configurer un tenant.

©Sage 2020
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Premiére installation

Avant de créer les bases de données, vérifiez que les services SCASServer et SCPSServer
de Sage XRT Common Services sont en cours d’exécution. Sinon, ils doivent étre
démarrés.

iy SCASServer Sage XAT Au.  Encours d'exéoution  Manue Systéme local
iy SCOTS5erver Sage XRT Fu..  Encours d'exécution  Manue Systéme local
s SCPS5enver Sage XRT Ad..  En cours d'exéoution  Manue Systéme local

Pour rappel, ces services doivent étre démarrés dans I'ordre suivant :
1. SCPSServer
2. SCASServer
3. SCDTSServer

Ouvrez la console d’Administration de Sage XRT Common Services 5.1.101 :
Administration Sage .NET.

Développez ensuite le tenant déja défini pour la base de Sage XRT Common Services,
sélectionnez Ajouter une base de données et appliquez les procédures des paragraphes
qui suivent.

Ajout de bases de données

Les scripts sont installés par défaut au méme endroit que ceux de la base de données de
Sage XRT Common Services :
C:\Program Files\Common Files\xrt\DBMS\SQL Server\NewDatabase

Deux bases de données peuvent étre utilisées par Sage XRT Advanced :
e Sage Next.Net (base standard de I'application)
e Sage Next FRP Staging (base de synchronisation)
1. Cliquez sur Base de données et sélectionnez Ajouter une base de données.

2. Sélectionnez le produit Sage Next.Net.

o5l Assistant Création de Base de Données — [m} be

)
Création de Base de Données Etape 1 - Sélectionner un Produit 1 . . . .

Sélectionner le produit pour lequel une base de données doit &tre ajoutée au groupe de travail @

Sage ®WRT Treasury

Sage ®RT Treasury DWH

Sage XRT Treasury - Cormmunication

Sage XRT Treasury - Signature 5
Sage MRT Business Exchange .

\
\,
h
AN
) A .
/ \ Sage Mext FRP Staging

3. Cliquez sur Sélectionner un Fournisseur. Sélectionnez le fournisseur désiré.

©Sage 2020 16



Premiére installation

o Assistant Création de Base de Données (]

;5. Création de Base de Données Etape 2 - Sélectionner un Fournisseur
Sélectionner les données auxquelles se connecter :
Microsoft SQL Server 2012
\ Microsoft SQL Server 2014

QL Server 2019 '

ft 5
Lonfigurations disponibles...

" | »| Selectionnez une Base de Données
*|  Sélectionner un Produit 2| =8
il Sage Next.Net

Quitter

4. Cliquez sur Sélectionner une Base de Données Sage Next.Net. Indiquez le serveur

utilisé, les paramétres de connexion et toute autre information liée a la base de
données en cours de création.

gl Assistant Création de Base de Donndes m] X
= ) Etape 3 - Sélectionnez une Base de
5 Création de Base de Données Donnéas Sage MNext.Net

Sélectionner les informations nécessaires 4 la connexion aux données SQL Server @

1. Sélectionner ou saisir un nom de serveur

| | \,‘* El Rafraichir ‘

2. Saisir les crédentiels de I'administrateur du serveur :

@) Utiliser la sécurité intégrée de Windows NT
O Utiliser un nom d'utilisateur et un mot de passe spécifiques
Mo Utilisatear

Mot de Passe @

| Pas de Mat de Passe 4

3, Zélectionner ou créer une base de données sur le serveur :

() Sélectionner la base de données : [ Utiliser ODBC [] Groupe de Dispanibilité
@) Créer la base de donnges :

Marn ¢ |5xg‘

Utilisateur XRTUSERS w|* Mat de Passe : *

Collation string : |French7C17AS v| BD Contenant-Contenu

II |

Seélectionner un Fournisseur Produits

Tester | connexion DB

@ " Tester |a connexion DBO
Quitter Tester |a connexion USERS

5. Cliquez sur Produits.

©Sage 2020
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Premiére installation

\
/’. d
[ Sélechionnez une Base de Données ] créer 7 Modifier les Modiles
Sage Next.Nat bl

La fenétre suivante récapitule les caractéristiques de la base de données en cours de

ST
creation.
oy Acsigtant Création de Base de Données - (]
IL Création de Base de Données  Etape 4 - Produits 4 .
i i« A ,\"
Locafion C:\Program Fies\Microsoft SQL Server MSSQL15.MSSQUSERVER IMSSQLIDATAY
Max Size UNLIMITED
Initial Size M8
Logging LOGGING
File Growth Sv8
Physical Hame SXA.mdf
Hame PRIMARY
[MSOLEDBSQL Logealline] INDEX o
Lacation C:\Program Fies\Mirosoft SQL Server MSSQL15, MSSQLSERVER MSSQLIDATAL | |
Max Size UNLIMITED
Intal Sze 2048
Logging LOGGING
Fie Growth 8
Physical Name SXA_INDEX ndf

Mame INDEX

Quitter

Pour cette étape, vous avez la possibilité de changer le répertoire d’installation des
fichiers de base de données (Location).

Cliquez sur Créer / Modifier les Modéles.
La liste des scripts qui vont étre utilisés s’affiche.

Cliquez sur Valider toutes les étapes. Le résultat de la création de la base de
données apparait a I'écran.

# Assistant Création de Base de Données aad a x

jJ Creation de Base de Données  Etape & - Créer / Modifier les Modéles 5

Vs

1. L'assistant va créer l2 version 06.01.00.07 du modéle de ‘Sage Next.Net'.

Scripts 3 exécuter

createlogicalunits.sql createx]_configuration.sql
createdbo2015.sql regist 5501
~ | createuser2019.sql next_06.01.000.07_newmaodels.sal

updatedbo2019.5al next_06.01.000.07_newmodels.cs
updateuser2019.5ql

Produits
Valider toutes les étapes

Quitter
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8. Cliquez sur Ajouter une base de données Produit et suivez la méme procédure
pour le produit Sage Next FRP Staging, uniquement si vous désirez synchroniser le
paramétrage de Sage XRT Treasury avec Sage XRT Advanced.

B Assistant Création de Base de Données - o X

E Creation de Base de Données

L'assistant a effectué I'opération avec succés. Cliquez sur “Quitter” pour fermer I'assistant.

Cliquez sur ‘Ajouter une base de données Produit’ si vous souhaitez ajouter une base de données
au tenant.

Cliquez sur Quitter et fermez I'assistant.

A Tissue de ces créations, les deux nouvelles bases apparaissent distinctement sous votre
groupe de travail.

= [ sxa
# [ utilisateurs du Tenant
= [] Bases de Données
W Produit
* [_| sage XRT Common Services
# [] sage Next.Net
# [] Sage Next FRP Staging

Service et certificat

Service

Démarrez le service Sage.Next.BatchTasks dans le Gestionnaire des Services.

Certificat

C’est une nouveauté liée a I'utilisation de Sage XRT Common Services 5.x.

Ces outils Web utilisent un certificat. Vous devez constituer la liste des utilisateurs autorisés
sur ce certificat pour leur permettre d’accéder a Sage XRT Advanced.

1. Lancez le gestionnaire de console virtuelle MMC (Microsoft Management Console) en
saisissant mmc.exe dans la recherche des programmes de Windows.

QEichier Action Affichage Favoris Fenétre ?

«=|F = BE

- | & x

| Racine de la console Nom Actions
Aucun élément & afficher dans || Racine de la console: =~
cet apercu. Autres actions >
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2. Dans le menu Fichier, sélectionnez Ajouter/Supprimer un composant logiciel
enfichable...

,

'E Fichier] Action Affichage Favoris Fenétre ? - & %
@ Nouveau Cirl+N
= Ouvrir... Ctrl+O [ pctions
Enregistrer Ctrl+S |

) Racine de la console -
Enregistrer sous...

Autres actions »

Options...

1 devmgmt.msc
2 compmgmt.msc
3 diskmgmt.msc

Quitter

“ Ajouter/Supprimer un composant logiciel enfichable... Ctrl+M

3. Dans la liste Composants logiciels enfichables disponibles, sélectionnez
Certificats, puis cliquez sur Ajouter.

Ajouter ou supprimer des composants logiciels enfichables ﬂ

Vous pouvez sélectionner des composants logiciels enfichables parmi ceux disponibles sur votre ordinateur, et les configurer. Pour
les composants logiciels enfichables extensibles, vous pouvez spécifier quelles extensions doivent étre activées.

Composants logiciels enfichables disponibles : Composants logiciels enfi. sélectionnés :

Composant logiciel enfi... Fournisseur - "I Racine de la console Modifier les extensions...

(%) Analyseur de perfor... Microsoft Cor...
ﬁ Microsoft Cor... Supprimer
2 Configuration du clie... Microsoft Cor...
T Configuration et anal... Microsoft Cor...

m

Monter
=" Contrdle ActiveX Microsoft Cor...
&5 Contrale WMI Microsoft Cor...
_ Dossier Microsoft Cor... |
2| Dossiers partagés Microsoft Cor...

|=] Editeur d'objets de s... Microsoft Cor...

[fh Gestion de Iimpression Microsoft Cor...

A Gestion de l'ordinateur Microsoft Cor...

& Gestion de la stratég... Microsoft Cor...

=7 Gestion des disques Microsoft et V...

& Gestion du module d... Microsoft Cor...
= .

Description :

Le composant logiciel enfichable Certificats vous permet de parcourir le contenu des magasins de certificats pour vous, un service
ou un ordinateur.

[ OK ] i Annuler

4. Activez 'option Un compte d’ordinateur, puis cliquez sur Terminer.

s 5
Composant logiciel enfichable Certificats C-— - - ﬂ

Ce composantlogiciel enfichable gérera toujours les cerificats pour:

on comple duffisateur

() Un compte de service

i ‘-?_'Un compte d'ordinateur

Terminer ] l Annuler
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5. Dans la fenétre de sélection suivante, activez I'option L’ordinateur local, puis cliquez

sur Terminer.

5
Sélectionner un ordinateur Iéj

Sélectionnez I'ordinateur devant &tre géré par ce composant logiciel enfichable.

Ce composant logiciel enfichable gérera toujours :

ordinateur local (I'ordinateur sur lequel cette console s'exécute)

() Un autre ordinateur:

["]Autoriser la modification de I'ordinateur sélectionné lors de 'exécution  partir de la ligne de
commande. Ceci ne s’applique que sivous enregistrez Ia console.

< Précédent “ Terminer l ’ Annuler

6. Une ligne Certificats (ordinateur local) apparait dans la liste Composants logiciels

enfi. sélectionnés. Cliquez sur OK.

Ajouter ou supprimer des composants logiciels enfichables Iéj

Vous pouvez sélectionner des composants logiciels enfichables parmi ceux disponibles sur votre ordinateur, et les configurer. Pour
les composants logiciels enfichables extensibles, vous pouvez spécifier quelles extensions doivent étre activées.

Composants logiciels enfichables disponibles : Composants logiciels enfi. sélectionnés :

Composant logiciel enfi... Fournisseur - _| Racine de |a console Madifier les extensions...
(%) Analyseur de perfor... Microsoft Cor... [ Certificats - Utilisateur actuel

Gl Certificats Microsoft Cor...

2| Configuration du clie... Microsoft Cor...
h Configuration et anal... Microsoft Cor... |=

Monter
-1 Contrile ActiveXx Microsoft Cor...
&5 Contrale WMI Microsoft Cor...
“| Dossier Microsoft Cor... [
[ Dossiers partagés Microsoft Cor...

=] Editeur d'objets de s... Microsoft Cor...
i Gestion de Impression Microsoft Cor...
& Gestion de I'ordinateur Microsoft Cor...
8, Gestion de |a stratég... Microsoft Cor...
=% Gestion des disques Microsoft et V...

kE,Gestmn du module d... Microsoft Cor...

Description :

Le composant logiciel enfichable Certificats vous permet de parcourir le contenu des magasins de certificats pour vous, un service
ou un ordinateur.
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7. Dans l'arborescence Racine de la console, développez Certificats (ordinateur
local) — Personnel — Certificats et sélectionnez le certificat Sage.fcs.client.

& Consolel - [Racine de la console\Certificats {ordinateur localyPersonnelyCertificats]
@ Fichier Action Affichage Favoris Fenétre ?
e+ 2molcs B

I Racine de la console ZolSagefcsclient  [GISAGE-FRANCE-CADT CaISAGE-ROOT-CA
v (5 Certificats (ordinateur local)

~ [ Personnel
Certificats

" Autorités de certification racing
Confiance de 'entrepnse
Autorités de certification interrr
Edrteurs approuves
Certificats non auterisés
Autorités de certification racine
Personnes autorisées
Emetteurs d authentification de
Racines de version d'évaluation
CanaryCertStore
InjectorCertstore
McAfee Trust
PolicyCertStore

1 Bureau & distance
Racines de confiance de carte 3

" Périphériques spprouvés
Heébergement Web

_ Windows Live ID Token lssuer

8. Par un clic droit, sélectionnez Toutes les taches — Gérer les clés privées... dans le
menu contextuel.

Dans la fenétre qui apparait, cliquez sur Ajouter.

Autorisations pour <Aucunz private keys x
Sécurtd

Noms de groupes ou d Wliisateus
5ystéme
R Administrateurs ([COW 16516\ Administrateurs)
& LogonSessonkd_D_1032038 (NT AUTHORITY)
B Sage XRT Advanced

Mguer.. | Suppimer

Aorisations pour Systéme Auoiser  Refuser

Contride total = O
Lecture =] O

Mutonsations spéciales

Pour les autorisations spéciales et les paramétres e
avancés, chuel sur Avancé

Irfomations sure cortrile d'accks ef les autorisations

T

9. Dans I'écran de sélection, saisissez le nom de l'utilisateur IS APPPOOL\<SXA Pool
Name>, cliquez sur le bouton Vérifier les noms, puis sur OK.

Sélectionnez des ulilisateurs cu des groupes *

Sélectionnez e type de cet obiel

des utisdieus. des goupes ou Principau de sécurlé mégrés Types d'obgats. .
A partr de cet emplacement :
COW1ES16 Engiacements,

Eptrez les nama des objets & sélectionner (gxemples)
15 APFPOOL\SAGE XRT ADVANCED| Viésflier les noms

Avance... Annuler

10. Cliquez sur OK pour fermer la fenétre Autorisations, puis quittez le gestionnaire de
console MMC.

©Sage 2020 22



Premiére installation

Services Windows pour la Synchronisation

L’installation de Sage XRT Treasury est nécessaire a la synchronisation avec Sage XRT
Advanced.

Note : Sage XRT Treasury et Sage XRT Advanced partagent désormais la méme version

de Sage XRT Common Services. A 'exception de Sage XRT Treasury qui reste en 32 bits,

les applications sont en 64 bits.

Installez Sage XRT Treasury. Lors de cette procédure d’installation, sélectionnez le mode
Customise pour effectuer la synchronisation via I'option d’installation XRT WCF Services
(cf. Guide d’installation de Sage XRT Treasury).

La synchronisation est une tache planifiée qui ne peut étre effectuée que depuis Sage XRT
Treasury vers Sage XRT Advanced. Cette synchronisation concerne les données de
paramétrage, Sociétés et Comptes par exemple.

Important ! Tous les comptes bancaires enregistrés dans Sage XRT Treasury doivent
impérativement avoir un RIB Local identifié. Nous vous recommandons aussi de renseigner
les RIB IBAN car ce sont ceux qui sont utilisés dans Sage XRT Advanced.

Deux services et un site web permettent la synchronisation entre les deux applications :
¢ le service XuWcfServicesHost, installé par Sage XRT Treasury
¢ |e service Sage.Next.BatchTasks, installé par Sage XRT Advanced
o le site web Sage.XRT.Advanced.Odata, installé par Sage XRT Advanced

Les éléments du premier service, XuWcfServicesHost, doivent étre complétés
manuellement. Les paramétres du deuxiéme service et du site web ont été définis lors de
l'installation.

Le service doit étre redémarré pour prendre en compte les modifications.
Les paramétres saisis lors de I'installation de Sage XRT Advanced sont nécessaires :
indication d’'un utilisateur Administrateur de niveau 1 dans Sage XRT Common Services
(admin dans I'exemple).

1. Ouvrez Sage XRT Advanced avec le lien http.//[Nom du serveur Web]:[port].

sage
XRT Advanced

sage

Sage SAML
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2. Dans Administration — Gestion des droits — Réles, ouvrez le réle FRPAdmins en
cliquant sur I'icbne crayon - (dans la seconde colonne), puis rendez-vous dans
'onglet Autorisations d’acceés.

Administration / Gestion des Droits / Roles / Modifier

Informations..  Autcrisations... Utilisateurs

*
Code FREAdmins

Ealle *
Libelle FRP security adminiatratora

3. Sélectionnez toutes les lignes de Politique de Sécurité qui se terminent par
SETUP_A (quatre actuellement, qui peuvent se trouver sur des pages différentes).

Administration / Gestion des Droits / Rdles / Modifier

Informations..  Autorisations... Utilisateurs

Palitique de Sécurité

G5_SIMPLESETUP_A Meodifier Paramétrage Simple L's
CT_USERS_A Gérer Utilisateurs & Réles Utilisateurs s
CT_SECPOLICY_A Gérer Politigues de Sécurité +
RC_RCSETUP_A Maodifier Paramétrage Rapprochement +
BS_CMPSETUP_A Maodifier Paramétrage Société v
GS_ACCSETUP_A Modifier Paramétrage Compte v

4. Validez la sélection en cliquant sur Accepter, puis finalisez la modification du role en
cliquant sur Enregistrer.

5. Déconnectez votre utilisateur de Sage.XRT.Advanced et redémarrez manuellement
le service Sage.Next.BatchTasks (Sage.XRT.Advanced).

Le bon fonctionnement de la synchronisation est contrélé par le fichier log dans
C:\Temp\FrpBrmSync\Log (ou le chemin défini lors de l'installation).

©Sage 2020
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WCF de Sage XRT Treasury

Ce service est créé lors de linstallation personnalisée de Sage XRT Treasury sous le nom
de XuWcfServicesHost et démarre automatiquement.

Q Services (local)

XuWcfServicesHost Mom =~ | Description | Etat I Type ded... | Quyrir une session:l

A|
Démarrer le service *efs

Dans le fichier de configuration de ce service, vous devez renseigner les éléments qui
permettent au service de se connecter au groupe de travail défini dans Sage XRT Common
Services ainsi que le nom de l'utilisateur utilisé.

Manuel Systéme local

WcfServicesHost description Automatique  Systéme local

1. Dans I'explorateur Windows, parcourez le répertoire
C:\Program Files (x86)\Sage\XRT\Treasury\xunet, éditez le fichier
XUHost.WcfServices.exe.config a I'aide d’'une application type Bloc-notes
Windows, en mode Administrateur.

2. Complétez les valeurs entre guillemets présentées en rouge dans I'exemple ci-
dessous :

<appSettings>
<add key="WorkgroupName" value="SXT_SQL2016"/>
<add key="XuUserName" value="admin"/>

</appSettings>

Note : La valeur définie pour XuUserName doit étre un utilisateur Administrateur de niveau
1 dans Sage XRT Common Services avec tous les droits (admin dans I'exemple).

3. Enregistrez, quittez puis redémarrez le service manuellement.

Chiffrement des données
Cette identification du mot de passe est obligatoire pour un haut niveau de sécurité.

Vous devez renseigner le mot de passe pour compléter la clé de chiffrement permettant
I'ajout de piéces jointes dans le paramétrage, mais aussi I'importation de fichiers.

Trois étapes sont nécessaires.

La premiére étape consiste a contrdler que I'utilisateur a bien les droits et les pouvoirs
nécessaires.

1. Dans Sage XRT Advanced — Administration - Gestion des droits — Roles,
modifiez le réle FRPAdmins, puis cliquez sur 'onglet Autorisations d’acces.

2. Contrélez la présence effective de la politique de sécurité nommée
CT_SECPOLICY_A. Si elle n’existe pas, ajoutez-la en la sélectionnant dans la liste.
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Cliquez ensuite sur Enregistrer.

Administration / Gestion des Droits / Roles / Modifier

Actions W 4 Précédent || Suivant  »
Informations..  Auterisations... Utilisateurs
Prédéfini
GS5_SIMPLESETUP_A Madifier Paramétrage Simple + (]
CT_USERS_A Gérer Utilisateurs & Réles Utilisateurs + ]
CT_SECPOLICY_A Gérer Politiques de Sécurité + (]
RC_RCSETUP_A Madifier Paramétrage Rapprochement + (]
G5_CMPSETUP_A Medifier Paramétrage Société + []
G5_ACCSETUP_A Madifier Paramétrage Compte + (]

3. Controlez qu’il existe bien une Politique de Sécurité appelée CT_SECPOLICY_A.

Pour cela, ouvrez le menu Administration — Gestion des droits — Politique de
Sécurité.

Administration / Gestion des Droits / Politique de Sécurité

Plus - Audit v Filtre: DEFFLTR - ﬁ}-v Afficher:  DEFVIEW v ¢ Filter row:

u Code Libellé Prédéfini ]
T m 7 M estTRUE estFALSE
[[] # & GS_SIMPLESETUP_R Afficher Paramétrage Simple o ]
[ # @ GS_SIMPLESETUP_A Modifier Paramétrage Simple v ]
[J # & asLeTTERA Gérer Lettres Autorisation Compte « L]
[] # & RaLETTERR Afficher Lettres Autorisation Compte o -]
[ # @& CTUSERSA Gérer Utilisateurs & Réles Utilisateurs v &
[ # @& CT.USERSR Afficher Utilissteurs & Réles Utilisateurs v &
[[] # @& AAACCAUTHR Afficher Autorisation Campte ¢ &
[ # @& ocsReconA Gestion Rapprochement o L]
[ # & AAACCAUTHA Gérer Autarisation Compte -~ [}
[| # @ CS.RECONR Visualiser Rapprochement < 3
[] # & cT_sEcPoLICYR Afficher Politiques de Sécurité s ]
[ # @ GSCMPSETUPR Afficher Paramétrage Société v ]
| # @ CT_SECPOLICY_A Gérer Politigues de Sécurité v &
[] # @& RCREPORT_A Gérer Reparting Rapprochement < W

4. Ouvrez le menu Administration — Configuration — Gestion de la Plateforme puis
cliquez sur I'onglet Security.

Administration / Configuration / Gestion de la Plateforme / Créer

Application Base de Donn... Qutils Security

Mot de passe Clé de cryptage

Utiliser Mot de Passe par défaut Non
Mouveau Mot de Passe:

Confirmer Mot de Passe:
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5. Basculez le bouton en position Oui puis cliquez sur Enregistrer. Si toutefois le mot
de passe par défaut ne convient pas, saisissez votre nouveau mot de passe dans les
deux champs correspondants.

La connaissance de ce mot de passe est indispensable si, par exemple, la base de données
de Sage XRT Advanced attachée au site Sage.XRT.Advanced doit étre redéployée sur un
nouveau serveur ou si la modification de la clé de cryptage de la base de données s’avére
nécessaire.

Important ! Le code de sécurité et le mot de passe permettant de générer la clé de cryptage
sont des informations confidentielles définies par le client. Elles doivent impérativement étre
conservées par le client car elles sont indispensables en cas de restauration de base, de
réinstallation sur un autre serveur, de modification de cryptage par mesure de sécurité.

La perte du code de sécurité ou du mot de passe peut entrainer la perte des
données cryptées !
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Installation et mise a jour

Par application

Depuis la version 2.1, nos logiciels Sage XRT Bank Format Library, Sage XRT Common
Services, Sage XRT Advanced sont des applications 64 bits.

Nous recommandons vivement de faire des désinstallations/réinstallations au lieu
d’installations en mode mise a jour.

Important ! Faites une sauvegarde de toutes vos bases de données avant l'installation de
ces mises a jour, que vous fassiez ou non la synchronisation avec Sage XRT Treasury.
Voici la liste des bases de données a sauvegarder :

- Sage XRT Common Services

- Sage XRT Treasury

- Sage Next.Net

- Sage Next FRP Staging

Sage XRT Bank Format Library

Mettez a jour votre bibliothéque de formats en désinstallant Sage XRT Bank Format Library
version 4.2.x et en installant Sage XRT Bank Format Library version 4.6.100.

Sage XRT Common Services

Mettez a jour votre Sage XRT Common Services en désinstallant la version 4.2.x et en
installant Sage XRT Common Services version 5.1.101.

Sage XRT Advanced

Avant de commencer, vérifiez que 'ensemble des prérequis précisés dans
SXA.3.0.3. TechnicalGuidelines _FR.pdf sont bien respectés. Dans le cas contraire, installez
les éléments manquants.

L’installation de cette nouvelle version s’effectue en deux étapes :

1. Désinstallez la précédente version (4.0.x ou 5.x.x) par les Programmes et
Fonctionnalités du Panneau de configuration.

2. Lancez l'installation (telle une premiére installation) de Sage XRT Advanced 3.0.3
(cf. chapitre précédent).

Important | N'utilisez pas le mode mise a jour de l'installation de Sage XRT Advanced. Ce
mode d’installation peut étre instable.
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Mise a jour des bases de données

Les deux bases de données de Sage XRT Advanced doivent maintenant étre mises a jour
dans le groupe de travail depuis la console d’Administration de Sage XRT Common
Services : Administration Sage .NET.

1. Sélectionnez le tenant correspondant en cliquant sur son nom et développez le
groupe de travail et les bases de données (en cliquant sur le bouton +).

Sélectionnez la base de données Sage Next.Net, puis cliquez sur I'action Vérifier la
base de données.

Etape 1 — Produits

u Assistant Vérification de Base de Données = a X
'8, Vérification de Base de Données Etape 1 - Produits |
\ Cet assistant va vous aider a vérifier la base de données 'Sage Next.Net' :

Sage Next.Net

@ Quitter

Cette fenétre permet d’identifier la version actuelle de la base de données.
2. Cliquez sur Sage Next.Net.
Etape 2 — Sage Next.Net

oy Assistant Viérification de Base de Données -~ o X

-r}‘ Vérification de Base de Données Etape 2 - Sage Next.Net m

1. L'sssistant va permettre (3 mise & jour du modile "Sage Next.Net' de Is version 06 & |a version 06.01.00.07.

ATTENTION : Celte opération peul endommager vos données.

Possedez-vous une sauvegarde de volre base de |
données (oui/nen) ?

/'

updatemocdel.sq  next_06.01.000.07_updatemodel.sql
eq next_06.01.000.07_updatemodel.cs
next_06.01.000.06_updatemadel.sq
Produits
’ 7 valider toutes les étapes
/"4 [EI Quitter

3. Cliquez sur Valider toutes les étapes.
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Le résultat de la mise a jour de la base de données apparait a I'écran.

a5 Bssistant Viérification de Base de Données — ] x

=
Vérification de Base de Données

L'assistant aeffectué I'opération avec succés, Cliquez sur "Quitter” pourfermer I'assistant.

@ Quitter

4. Cliquez sur Quitter pour fermer I'assistant. Puis renouvelez 'opération pour mettre a
jour la base données de synchronisation Sage Next FRP Staging.
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